


HOW SILICON VALLEY RIGS THE
GOVERNMENT 
IN THE MID 2000’S, TRILLIONS OF DOLLARS OF FOREIGN
MINING SCHEMES FOR LITHIUM, INDIUM, COBALT, URANIUM,
COPPER, ETC. WERE BEING TRADED FOR POLITICAL CAMPAIGN
FINANCING AND SILICON VALLEY INTERNET “SOCIAL MEDIA
ENGINEERING” WHICH WAS USED TO RIG PRESIDENTIAL
ELECTIONS.

DOE, CIA, USAID, DOT, EPA AND OTHER AGENCIES WERE
INFECTED WITH CORRUPTION TO ATTEMPT THIS SCHEME. THE
SCHEME WAS BACKED BY SILICON VALLEY "CLEANTECH"
BILLIONAIRES IN EXCHANGE FOR MONOPOLIES AND PROFITS.
THOSE WHO REPORTED THE SCHEME WERE ATTACKED AND
ALSO DEFAMED WITH MEDIA HIT-JOBS. THESE ARE REPORTS
FROM INVESTIGATORS, CONGRESS AND LAW ENFORCEMENT ON
THOSE USES OF ELECTRONIC AUTOMATED ELECTION
MANIPULATION TRADED FOR CRONY GOVERNMENT PAYOLA
DEALS:

WHO PAYS FOR AND COORDINATES THE SILICON
ELECTION RIGGING:

Eric Schmidt 
Jared Cohen 
Larry Page 
Mark Zuckerberg 
John Doerr 
Ray Lane 
Tom Perkins 
Elon Musk 



John Podesta 
Vinod Khosla 
Steve Spinner 
Steve Westly 
George Soros 
Cheryl Sandberg 
David Plouffe 
and their associates

WHAT ARE THE TACTICS AND TECHNOLOGIES THAT
GOOGLE, FACEBOOK, TWITTER AND THEIR LOBBYISTS
USE TO RIG ELECTIONS?:

- Hired Trolls with huge clone farms of tablets they use to
pretend to be different users online. 
- Use of your SS# to contain a single psychological data file and
psych analysis of you based on anything you touch online, in
order to calculate the best way to manipulate you for votes. 
- Automated Troll server farms 
- Off-Shore Troll server farms 
- Chinese High Volume Fake Account Suppliers 
- Synchronized Character Assassinations 
- Massive Fake User Replicators In Order To Trick Advertisers Into
Thinking Real People Are Using Twitter, Google, etc. 
- Bot Farms of Hundreds of Thousands of Servers 
- Gawker Media Fake News Organizations 
- Hired Fake Comment Producers 
- Automated Fake Comment Producers 
- DNS Faker Routers 
- IMEI Re-Write High Density Chip Boards 
- Sting-Ray Interception and Analysis 
- Google's Control of Most Web Data for Covert "Mood



Manipulation" 
- While Google and Facebook rig their algorithms and search
filters to manipulate results and censor news, they have also
purchased, or contracted, the following products which they use
for political manipulation: 
- Dataminr directly licenses a stream of data from Twitter to spot
trends and detect emerging threats to a Candidate who has
promised payola to the Silicon Valley billionaires 
- Geofeedia collects geotagged social media messages to
monitor activists locations in real time. 
- PATHAR mines social media to determine networks of
association and track Alt-Right people to their friends 
- TransVoyant analyzes data points to deliver insights and
predictions about global events and apply them to your political
intentions. 
- Aquifi, 3D vision software solutions makes a real-time graph of
how the public’s mood is 
- Beartooth, Decentralized mobile network allows activists to be
spied on 
- Palantir, Predicts how to manipulate the mood of the public for
campaign speeches 
- CliQr, Hybrid cloud management platform. Big data exploration,
visualization, and analytics platform for public political analysis
and social media manipulation. 
- CloudPassage, On-demand, automated infrastructure Big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation. 
- Databricks, Cloud-hosted big data analytics and processing
platform. Big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation. 
- Dataminr, Situational awareness and analysis at the speed of



social media. Big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation. 
- Docker, Open platform to build, ship, and run distributed
applications for big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation. 
- Echodyne, Next-generation electronically scanning your mobile
devices for political comments. 
- Epiq Solutions, Software-defined radio platforms and
applications for tracking public mobile devices. 
- Geofeedia, Location-based social media monitoring platform
for big data exploration, visualization, and analytics platform for
public political analysis and social media manipulation. 
- goTenna, alternate network for off-grid smartphone
communications to put back-doors in 
- Headspin, Network-focused approach to improving mobile
application performance for big data exploration, visualization,
and analytics platform for public political analysis and social
media manipulation. 
- Interset, Inside political detection using analytics, machine
learning, for big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation. 
- Keyssa, Fast, simple, and secure contactless data transfer for
big data exploration of your credit cards, visualization, and
analytics platform for public political analysis and social media
manipulation. 
- Kymeta, Antenna technology for broadband satellite
communications for for big data exploration, visualization, and
analytics platform for public political analysis and social media
manipulation. 



 - Lookout, Cloud-based mobile cybersecurity for big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation. 
- Mapbox, Design and publish visual, data-rich maps for big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation. 
- Mesosphere, Next-generation scale, efficiency, and automation
in a physical or cloud-based data center for big data exploration,
visualization, and analytics platform for public political analysis
and social media manipulation. 
- Nervana, Next-generation machine learning platform to create
automated trolls 
- Orbital Insight, Satellite imagery processing and data science at
scale for Elon Musk’s spy satellites. 
- Orion Labs, Wearable device and real-time voice
communications platform to help consumers spy on themselves. 
- Parallel Wireless, LTE radio access nodes and software stack for
small cell deployment to hack voters mobile phone locations. 
- PATHAR, Channel-specific social media analytics platform for
big data exploration, visualization, and analytics platform for
public political analysis and social media manipulation. 
- Pneubotics, Mobile material handling solutions to automate
tasks of robot trolls taping on vast numbers of tablets. 
- PsiKick, Redefined ultra-low power wireless sensor solutions to
spy on your devices. 
- PubNub, Build and scale real-time apps for big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation. 
- Rocket Lab, Launch provider for small spy satellites 
- Skincential Sciences, Novel materials for biological sample
collection of the smells and organics of crowds in order to sense
their moods. 



- Soft Robotics, Soft robotics actuators and systems mobile
material handling solutions to automate tasks of robot trolls
taping on vast numbers of keyboards. 
- Sonatype, Software supply chain automation and security for
big data exploration, visualization, and analytics platform for
public political analysis and social media manipulation. 
- Spaceflight Industries, Small spy satellite launch, network, and
imagery provider 
- Threatstream, Leading enterprise-class political intelligence
platform for big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation. 
- Timbr.io, Accessible code-driven analysis platform. Big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation.  
- Transient Electronics, Dissolvable semiconductor technology so
you can swallow a bugging device to get rid of it. 
- TransVoyant, Live predictive intelligence platform. Big data
exploration, visualization, and analytics platform for public
political analysis and social media manipulation 
- TRX Systems, 3D indoor location and mapping solutions. Big
data exploration, visualization, and analytics platform for public
political analysis and social media manipulation.  
- Zoomdata, Big data exploration, visualization, and analytics
platform for public political analysis and social media
manipulation 
- And much more…

===========================

Silicon Valley’s In-Q-Tel private services spy company has also
developed a special technology laboratory in Silicon Valley, called



Lab41, to provide tools for the intelligence community
to connect the dots in large sets of data. In February,
Lab41 published an article exploring the ways in which a Twitter
user’s location could be predicted with a degree of certainty
through the location of the user’s friends. On Github, an open
source website for developers, Lab41 currently has a project to
ascertain the “feasibility of using architectures such as
Convolutional and Recurrent Neural Networks to classify the
positive, negative, or neutral sentiment of Twitter messages
towards a specific topic.” Collecting intelligence on foreign
adversaries has potential benefits for counterterrorism, but such
CIA-supported surveillance technology is also used for domestic
law enforcement and by the private sector to spy on activist
groups. Palantir, one of In-Q-Tel’s earliest investments in the
social media analytics realm, was exposed in 2011 by the hacker
group LulzSec to be in negotiation for a proposal to track labor
union activists and other critics of the U.S. Chamber of
Commerce, the largest business lobbying group in Washington.
The company, now celebrated as a “tech unicorn” — a term for
start-ups that reach over $1 billion in valuation — distanced itself
from the plan after it was exposed in a cache of leaked emails
from the now-defunct firm HBGary Federal.

Yet other In-Q-Tel-backed companies are now openly embracing
the practice. Geofeedia, for instance, promotes its research into
Greenpeace activists, student demonstrations, minimum
wage advocates, and other political movements. Police
departments in Oakland, Chicago, Detroit, and other major
municipalities have contracted with Geofeedia, as well as private
firms such as the Mall of America and McDonald’s. Although
these Silicon Valley “Big Data” systems have missed every major



terror attack. Google’s investors keep selling their crap to the
U.S. Government.

Lee Guthman, an executive at Geofeedia, told reporter John
Knefel that his company could predict the potential for violence
at Black Lives Matter protests just by using the location and
sentiment of tweets. Guthman said the technology could gauge
sentiment by attaching “positive and negative points” to certain
phrases, while measuring “proximity of words to certain words.”
Privacy advocates, however, have expressed concern about
these sorts of automated judgments. “When you have private
companies deciding which algorithms get you a so-called threat
score, or make you a person of interest, there’s obviously room
for targeting people based on viewpoints or even unlawfully
targeting people based on race or religion,” said Lee Rowland, a
senior staff attorney with the American Civil Liberties Union.

Twitter CEO Jack Dorsey facing calls to step
down amidst fake account scandal;
possibly responsible for 48 million fake
accounts to artificially boost Twitter's
popularity, fraud on investors.
(investopedia.com)
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Twitter CEO Refuses To Leave Failing
Twitter Because All Possible  
 
Replacements Will Discover Twitter Files
Reveal Election Rigging



Why Even Donald Trump Can’t
Save Twitter
“It’s an increased value asset that’s getting more valuable every
day,” Ross Gerber says. “And management is unable to capitalize
on it”

Matt Pressberg |

By most forms of logic, Twitter should be one of most successful
social media companies on the planet.

President Donald Trump largely communicates with the
American people through Twitter. He has 43 million followers
between the @realDonaldTrump and @POTUS accounts, and
other national politicians, media members and stock traders
pretty much have to follow him as part of their job. His tweets

http://www.thewrap.com/author/matt-pressberg/


have even moved markets (although Wall Street seems to be
wisening up), and last week, Trump said Twitter was integral in
getting him elected.

So why can’t Twitter turn itself into a functional company with a
healthy stock price? The company’s stock closed Tuesday at
$14.54 a share, well off its 52-week high of $25.25 — and
significantly south of its 2013 IPO price of $26 a share.

Also Read: Why Twitter is Upset That Lewis Tan Wasn't Picked to
Play 'Iron Fist'

 
 

Blame CEO Jack Dorsey and his team, said Ross Gerber, the
president and CEO of Gerber Kawasaki Wealth and Investment
Management and a frequent CNBC commentator. “It’s an
increased value asset that’s getting more valuable every day,”
Gerber told TheWrap. “And management is unable to capitalize
on it.”

The company’s market cap sits at about $10.5 billion — less than
half of Snapchat parent Snap Inc. In its most recent quarter,
Twitter reported a year-over-year 5 percent dip in U.S.
advertising revenue and only increased its monthly active user
base by 4 percent. That’s despite becoming more important than
ever to people involved in the information economy, Gerber said.

Twitter did not immediately respond to TheWrap’s request for
comment on its fortunes in the President Trump era.
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Also Read: How Kellyanne Conway Got Donald Trump to Follow
Her on Twitter

“There’s no doubt in my mind that Trump and the way Twitter is
being used now has increased its value,” Gerber said. “Everybody
in the media is on Twitter. It’s the place where news breaks the
fastest. When something’s going on in the market, I don’t Google
it — I go on Twitter. The Bloomberg terminal is old news.”

There is no possible doubt that Twitter is an election rigging tool
and Fake News processor for Barack Obama and Hillary Clinton!

Twitter CEO Dorsey facing calls to step down
(.investopedia.com)
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How Google Runs The “Deep State” Government That Is
Screwing With Trump and The Entire U.S. Government

 

By Andres Fauceyt

Eric Schmidt was the head of the Deep State Government when
it was formerly called New America Foundation. What a warm
and cozy name for an organization as nasty as Satan’s anus. New
America’s sister organization is a “charity organization” called In-
Q-Tel. In-Q-Tel funded Eric Schmidt’s Google and claims to be a
“non-profit charity which provides technology to the CIA...”.
Google is the single largest financier of Barack Obama and
Hillary Clinton. Google is the single largest beneficiary of Barack
Obama and Hillary Clinton. In-Q-Tel was the owner of the
airplanes that were registered on FAA and DEA arrest records as
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“Cocaine 1” and “Cocaine 2”. They had five tons of cocaine on
them at the point that the DEA swooped in on the “charity” In-Q-
Tel airplanes. In-Q-Tel staffs Elon Musk’s SpaceX spy satellite
company. The head of Silk Road, the largest online illegal drug
operation worked for Elon Musk at SpaceX. Most of Obama’s and
Clinton’s key staff came from Google. Gawker Media's attack
operation was conduited through Google accounts. Google
makes billions of dollars from various government spy contracts.
Pretty much everybody at Google hates Donald Trump and all
Republicans. All of Google’s profits rely on kick-back deals with
crony Democrats.

Those are facts. Check these facts out for yourself on any non-
Google search engine. They are not arguable and they are
proven by SEC and FTC filings, IRS filings, arrest records and
other indisputable public documents.

Eric Schmidt had New America Foundation, Google and In-Q-Tel
suddenly try to delete all connections to him. Even they could
not erase it all. When you “follow-the-money”, the dirty paths of
corruption and technology mobster-ism are clear.

Because Larry Page, Eric Schmidt and Elon Musk believed that
the IRS, Barack Obama, Eric Holder, the CIA and the Federal
Reserve Bank were personally running cover for them, they
decided to push the envelope and see how much they could get
away with. They were certain that Google’s and In-Q-Tel’s
technology could rig the 2016 election for Hillary, just like they
did for Obama’s election, they did not foresee that the GOP had
been covertly circumventing their coup attempt for years.

Now that Trump is in office, the bewildered Obama Coup
organizers are scattered and they do not know what to do except
try to keep their little coup going. Hacking Donald Trump
seemed like an easy and reasonable task to the Google-ites who



had such an “above-the-law” world of anything-goes for so long.
Now, not so much.

The holy trinity of Sessions/Gowdy/Chaffetz are delighting the
public as they rail into the corrupt big wigs of Washington DC.
Now it is time, though, for Congress to get serious and forcefully
rail into Google, New America Foundation and In-Q-Tel and
terminate them once and for all. They are not in service to
America. They are criminal operations out to line their own
pockets at the expense of the public and the Constitution.


